Политика

в области обработки и защиты персональных данных

муниципального казенного учреждения Управление образования муниципального района

Белебеевский район Республики Башкортостан

1.Общие положения

Настоящая политика в области обработки и защиты персональных данных в муниципальном казенном учреждении Управление образования муниципального района Белебеевский район Республики Башкортостан (далее – политика) характеризуется следующими признаками:

1.1. Разработана в целях обеспечения реализации требований законодательства РФ в области обработки персональных данных субъектов персональных данных.

1.2. Раскрывает основные категории персональных данных, обрабатываемых оператором, цели, способы и принципы обработки оператором персональных данных, права и обязанности оператора при обработке персональных данных, права субъектов персональных данных, а также включает перечень мер, применяемых оператором в целях обеспечения безопасности персональных данных при их обработке.

1.3. Является общедоступным документом, декларирующим концептуальные основы деятельности оператора при обработке персональных данных.

2. Информация об операторе

2.1. Наименование: муниципальное казенное учреждение Управление образования муниципального района Белебеевский район Республики Башкортостан;

2.2. ИНН: 0255015860

2.3. Юридический адрес: 452000, РБ, г. Белебей, ул. Советская, д. 10.

2.4. Тел. /факс: 8 (34786) 5-72-22 E-mail [oobel@ufamts.ru](mailto:oobel@ufamts.ru) .

3. Правовые основания обработки персональных данных

3.1. В процессе обработки персональных данных оператор обеспечивает защиту персональных данных субъектов персональных данных от несанкционированного доступа и разглашения, неправомерного использования или утраты посредством выполнение требований:

- Трудового кодекса Российской Федерации;

- Гражданского кодекса Российской Федерации;

- Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных»;

- Постановления Правительства Российской Федерации от 15.09. 2008 N 687 "Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации";

- Постановления Правительства Российской Федерации от 01.11.2012 N 1119 "Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных";

- Федерального закона от 29.12.2012г. № 273-ФЗ «Об образовании в Российской Федерации»;

- Постановления Правительства Российской Федерации от 06.07.2008 N 512 "Об утверждении требований к материальным носителям биометрических персональных данных и технологиям хранения таких данных вне информационных систем персональных данных";

- требований (рекомендаций) Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций.

4. Цели обработки персональных данных

4.1. Выполнение требований действующего законодательства в процессе осуществления учреждением деятельности в соответствии с Уставом;

4.2. Ведения кадровой работы и организации учета работников учреждения для обеспечения соблюдения требований действующего законодательства и иных нормативных правовых актов (ведения и хранения личных дел, учетных карточек и трудовых книжек работников учреждения, содействия работникам в обучении, профессиональном росте и продвижении по службе, обеспечения личной безопасности работников, учета результатов исполнения ими должностных обязанностей, в целях обоснования предоставления работникам различного рода льгот в соответствии с Трудовым кодексом Российской Федерации, Налоговым кодексом Российской Федерации и иными федеральными законами.

5. Категории обрабатываемых персональных данных, источники их получения

5.1. В информационных системах персональных данных оператора обрабатываются следующие категории персональных данных:

- Персональные данные сотрудников учреждения. Источники получения: субъекты персональных данных муниципальное казенное учреждение Управление образования муниципального района Белебеевский район Республики Башкортостан.

- Персональные данные\_\_\_\_\_\_\_\_\_\_\_\_. Источники получения: субъекты персональных данных, законные представители, органы социальной защиты на основании запроса.

6. Основные принципы обработки, передачи и хранения персональных данных

6.1. Оператор в своей деятельности обеспечивает соблюдение принципов обработки персональных данных, указанных в ст.5 Федерального закона 152-ФЗ «О персональных данных».

6.2. Обработке подлежат только персональные данные, которые отвечают целям их обработки. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

6.3. При обработке персональных данных оператор обеспечивает точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных.

6.4. Оператор осуществляет обработку биометрических персональных данных (сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность), а именно фотографии.

6.5. Оператор не выполняет обработку специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, интимной жизни.

6.6. В целях информационного обеспечения оператор создает общедоступные источники персональных данных. В общедоступные источники персональных данных с письменного согласия субъекта персональных данных могут включаться его фамилия, имя, отчество, год и место рождения, адрес, абонентский номер, сведения о профессии и иные персональные данные, сообщаемые субъектом персональных данных.

6.7. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

6.8. Оператор не производит трансграничную (на территории иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу) передачу персональных данных.

7. Сведения о третьих лицах, участвующих в обработке персональных данных

7.1. В целях соблюдения законодательства РФ, для достижения целей обработки, передача персональных данных может осуществляться как внутри учреждения, так и за его пределы. Не требуется согласие на передачу персональных данных:

7.1. В государственные органы для осуществления ими функций по учету, надзору и контролю в пределах предоставленных полномочий:

- Военные комиссариаты (абз.4п.1 ст.4 Федерального закона от 28.03.1998 № 53-ФЗ «О воинской обязанности и военной службе», подп. «г» п.30, подп. «а»-«в», «д», «е» п.32 Положения о воинском учете, утв. Постановлением Правительства РФ от 27.11.2006 № 719);

- Прокуратуру (п.1.ст.22 Федерального закона о 17.01.1992 № 2202-1 «О прокуратуре Российской Федерации»);

- Правоохранительные органы (п.4 ч.1 ст.134 Федерального закона от 07.02.2011 № 3-ФЗ «О полиции»);

- Органы Безопасности (п. «м» ч.1 ст. 13 Федерального закона от 03.04.1995 № 40 ФЗ «О Федеральной службе безопасности»);

- Службу судебных приставов (п.2 ч.1 ст. 64 Федерального закона от 02.10.2007г. № 229-ФЗ «Об исполнительном производстве»);

- Налоговую инспекцию (подп.4 п.3 ст. 24 НК РФ);

- Государственную инспекцию труда (абз.3 ч.1 ст. 357 ТК РФ);

- ФСС России (п.2 ст.12 Федерального закона от 16.07.1999 № 165-ФЗ «Об основах обязательного социального страхования»;

- В пенсионный Фонд России (пп.1 и 2 ст.9, пп.1, 2, 2.1, 3 ст.11,абз.2 ч.2 ст.15 Федерального закона от 01.04.1996 № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системе обязательного пенсионного страхования», абз.4 п.2 ст. 14 Федерального закона от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании в Российской Федерации»).

7.1.2. В негосударственный пенсионный фонд (ст. 15 Федерального закона от 07.05.1998 № 75-ФЗ «О негосударственных пенсионных фондах»).

7.1.3. В профсоюзы и профсоюзным инспекторам труда (абз.5 ч.6 ст. 370 ТК РФ, п.1 ст.17, п.1 ст.19 Федерального закона от 12.01.1996 № 10-ФЗ) (персональные данные работников передаются исключительно в порядке, уставленном ТК РФ и иными федеральными законами, ограничивая эту информацию теми персональными данными, которые необходимы для выполнения профсоюзами их функций).

7.1.4. В банк России (ч.3 ст.32 Федерального закона от 27.06.2011г. № 161 –ФЗ «О национальной платежной системе»).

7.1.5. В органы и организации в связи с несчастным случаем на производстве (абз.5 ст.228, ст.228.1, абз. 5 ч.6 ст.370 ТК РФ).

7.1.6. Третьим лицам в целях предупреждения угрозы жизни и здоровью работника (абз. 2 ст.88 ТК РФ).

7.1.7. Сторонним организациям при осуществлении работником трудовых функций (ч.5 ст.11 Федерального закона от 09.02.2007 № 16-ФЗ «О транспортной безопасности»; п.8 Правил предоставления гостиничных услуг в Российской Федерации, утв. постановлением Правительства РФ от 25.04.1997г. № 490).

7.1.8. В кредитные организации, открывающие и обслуживающие платежные карты для начисления заработной платы (Разъяснения Роскомнадзора).

7.2.Оператор не поручает обработку персональных данных другим лицам на основании договора.

8. Меры по обеспечению безопасности персональных данных при их обработке

8.1. Оператор при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для их защиты от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении них. Обеспечение безопасности персональных данных достигается, в частности, следующими способами:

8.1.1. Назначением ответственных за организацию обработки персональных данных.

8.1.2. Осуществлением внутреннего контроля и/или аудита соответствия обработки персональных данных ФЗ от 27.07.2006 №152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, локальным актам.

8.1.3. Ознакомлением работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства РФ о персональных данных, в том числе с требованиями к защите персональных данных, локальными актами в отношении обработки персональных данных, и (или) обучением указанных сотрудников.

8.1.4. Определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных.

8.1.5. Применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных.

8.1.6. Оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных.

8.1.7. Учетом машинных носителей персональных данных.

8.1.8. Выявлением фактов несанкционированного доступа к персональным данным и принятием соответствующих мер.

8.1.9. Восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним.

8.1.10 . Установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных.

8.1.11 . Контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровнем защищенности информационной системы персональных данных.

9. Права субъектов персональных данных

9.1.Субъект персональных данных имеет право на получение сведений об обработке его персональных данных Оператором.

9.2. Субъект персональных данных вправе требовать от Оператора, который их обрабатывает, уточнения этих персональных данных, их блокирования или уничтожения в случае, если они являются неполными, устаревшими, неточными, незаконно полученными или не могут быть признаны необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

9.3. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами.

9.4. Для реализации своих прав и защиты законных интересов субъекта персональных данных имеет право обратиться к Оператору. Тот рассматривает любые обращения и жалобы со стороны субъектов персональных данных, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и урегулирования спорных и конфликтных ситуаций в досудебном порядке.

9.5. Субъект персональных данных вправе обжаловать действия или бездействие Оператора путем обращения в уполномоченный орган по защите прав субъектов персональных данных.

9.6. Субъект персональных данных имеет право на защиту своих прав и законных интересов, в том числе на возмещение убытком и/или компенсацию морального вреда в судебном порядке.

10. Заключительные положения

10.1. Настоящая политика является внутренним документом муниципального казенного учреждения Управление образования муниципального района Белебеевский район Республики Башкортостан, общедоступной и подлежит размещению на официальном сайте учреждения.

10.2. Настоящая политика подлежит изменению, дополнению в случае появления новых законодательных актов и специальных нормативных документов по обработке и защите персональных данных, но не реже одного раза в три года.

10.3. Контроль исполнения требований настоящей политики осуществляется ответственным за организацию обработки персональных данных в муниципальном казенном учреждение Управление образования муниципального района Белебеевский район Республики Башкортостан.

10.4. Ответственность должностных лиц учреждения, имеющих доступ к персональным данным, за невыполнение требований норм, регулирующих обработку и защиту персональных данных, определяется в соответствии с законодательством Российской Федерации и внутренними документами муниципального казенного учреждения Управление образования муниципального района Белебеевский район Республики Башкортостан.